
RECORDS MANAGEMENT

SOUTH CAROLINA DEPARTMENT OF  

ARCHIVES AND HISTORY



RECORDS MANAGEMENT

The science that attempts 

to    control the quantity, 

quality, and cost of 

recorded information 

throughout its life cycle.  



A SOUND RECORDS MANAGEMENT 
PROGRAM

• Insures information is available when/where 

needed

• Efficient

• Cost-effective





THE SOUTH CAROLINA PUBLIC RECORDS 
ACT

•Enacted into law in 1973.

•Governs the relationship of the 

Archives with local governments.

•Provides the legal justification for the 

management of government records



WHAT IS A PUBLIC BODY?

• “any department of the State, any state board, commission, 

agency, and authority, any public or governmental body or 

political subdivision of the State, …supported in whole or in 

part by public funds or expending public funds” Code of 

Laws of South Carolina, 1976, Section 30-1-10(b)



WHAT IS A PUBLIC RECORD?

• “includes all books, papers, maps, photographs, cards, 

tapes, recordings, or other documentary materials 

regardless of physical form or characteristics prepared, 

owned, used, in the possession of, or retained by a 

public body…” Code of Laws of South Carolina, 1976, Section 30-4-20(c) as 

amended aka The Freedom of Information Act



NOTEWORTHY SECTIONS OF SC PRA

SECTION 30-1-30. Unlawful removing, defacing or destroying public 

records.

• A person who

•unlawfully removes a public record

•alters, defaces, mutilates, secretes, or 

destroys

•is guilty of a misdemeanor



NOTEWORTHY SECTIONS OF SC PRA

SECTION 30-1-70. Protection and restoration of records.

• legal custodian shall

• protect them against deterioration, mutilation, theft, loss, 
or destruction 

• keep them secure in vaults or rooms having proper 
ventilation and fire protection

• public records of long term or archival value in 
danger of loss

• [may] be transferred to suitable storage…or other 
necessary preservation measures…”



NOTEWORTHY SECTIONS OF SC PRA
SECTION 30-1-90. (A) Archives shall assist in creating, filing and 

preserving records; inventories and schedules. 

•The Archives may
• examine the condition of public records

• give advice and assistance to public officials in… creating, filing, preserving, 

and making available the public records in their custody

• establish records schedules mandating a time period for the retention of 

each series of records [which] must be approved by the governing body 

of…each agency…and by the Director of the Archives



NOTEWORTHY SECTIONS OF SC PRA

SECTION 30-1-90. (D) Archives shall assist in 
creating, filing and preserving records; 
inventories and schedules.

• Records…in the transaction of public business

• [must] be disposed of, destroyed, or erased [with] an 
approved records schedule. 

• [must] be documented and reported in accordance with 
procedures developed by the Archives



NOTEWORTHY SECTIONS OF SC PRA

SECTION 30-1-100. (E) Additional powers and 

duties of Archives. 

• Any public records 

• destroyed or otherwise disposed of in accordance with the 

procedure authorized in Sections 30-1-90 and 30-1-110

• Liability [for] custodian shall cease. 
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OTHER LEGAL CONSIDERATIONS

• Freedom of Information Act (FOIA)

• FOIA exemptions

• “Public” vs. “Confidential”

• Includes “Information of a personal nature where the public 

disclosure thereof would constitute unreasonable invasion of 

personal privacy”

• Uniform Electronic Transactions Act (UETA)

• Elevates electronic records to the same level as paper records



RETENTION SCHEDULES:

• Describe the records, the length of time they should be 

retained, and indicates their final disposition

• Two types – General and Specific

• Minimum Retention Periods

• “Official” or “Record” copy of a record

• Based on content versus medium



GENERAL SCHEDULES
RECORDS COMMON TO ALL
SCHOOL DISTRICTS

Format

• First line – regulation number and series title.

• Part A – Description: statement describing use and informational content

• Part B – Retention: time period indicating minimum length of time records 

should be retained by agency before their disposition



GENERAL RETENTION SCHEDULES FOR 
COUNTY RECORDS



GENERAL RETENTION SCHEDULES



GENERAL RETENTION SCHEDULES



UNIQUE RECORDS

Records not included in the General 

Retention Schedules.

Before destroying unique records, a 

specific retention schedule must be 

established and approved by the 

Archives. 



SPECIFIC RETENTION SCHEDULES

Written specifically for your office and your 

records.

The office name is part of the retention 

schedule.

Contains a unique 5-digit schedule number 

assigned by the Archives.

( this number can only be used by your office ).  







COVER APPROVAL FORM



SPECIFIC SCHEDULE



STORAGE

• Facility Standards

• Secure

• Dry

• Preferably climate controlled 

with good ventilation

• Vermin Free 

• Access/Privacy

• For instance, do not keep 

private information on a shared 

drive



DIGITIZATION
(LOOK BEFORE YOU LEAP!)

• The process of transferring 

paper records to electronic 

records

• Look at your retention schedules 

BEFORE you digitize!

• What is the retention period?

• How much room do the physical 

records occupy?



ARM-13- AUTHORIZATION FOR 
DISPOSAL OF ORIGINAL PAPER 
RECORDS STORED AS DIGITAL IMAGES





LEAFLET #13- PUBLIC RECORDS 
STORED AS DIGITAL IMAGES

• Ensure the production of appropriate indexes or other finding aids that will 

provide access to the information contained in the records

• Maintain security copies of the digital records and indexes in a secure off-site 

location

• Migrate and convert both the working and security copies of the digital records 

and indexes either every 10 years or sooner if access to them is no longer 

possible because the digital imaging records system has been upgraded or 

changed



LEAFLET #13 (CONTINUED)

• Sample both the working and security copies of the digital records and indexes 

at least once a year to make sure the data is still readable and recopy 

immediately if loss of information is detected

• Certify that the digital image records have been visually inspected and are 

legible and correct

• Certify that they have established written procedures and maintain written 

documentation of compliance with 2-5 above

• Obtain an authorization for disposal of original records in advance from the 

South Carolina Department of Archives and History



RISKS TO ELECTRONIC RECORDS

• Fire

• From both interior and exterior 

sources

• Flood

• Anything from a leaky pipe to a 

major flood disaster (think SC 

October 2015)

• Power Surges and Electrical 

Failures

• Hardware Failure

• Removable media is fragile

• Hacking 

• Computer Viruses

• Software/Hardware 

Obsolescence

• Ex. 3 ½ inch floppy disks

• Ex. Corel WordPerfect



HUMAN ERROR!

• Accidental deletions or file 

overwriting

• Uninstalling or overwriting 

software

• Use of insufficient passwords

• Improper handling of 

removable media

• No back-ups



EDM SYSTEMS

• Benefits

• Manage documents for you

• Save employee time

• Questions to ask vendor

• Is the software proprietary?

• Is there an option to delete 

records?

• What happens if the company 

ceases to exist?



CLOUD COMPUTING

• Pro

• Cheap

• Convenient (BYOD)

• Centralized IT support

• Concerns

• Where is your data?

• Enforcing retention

• Truly deleted?

• Who owns the data?

• What if it gets hacked?



E-MAIL AND SOCIAL MEDIA: 
PLATFORM VS. PUBLIC RECORD

• Microsoft Outlook, G-mail, Facebook, 

Twitter, Instagram, etc. are platforms.

• There is no one retention period for 

‘e-mail’

• ‘E-mail’ is an not individual record 

series’.

• Retention is based on content and 

may fall under several different record  

series’.

• The information produced or shared 

within the system may be considered 

a ‘public record’

• ‘Social Media’ will be addressed, 

and will have multiple retention 

periods



DETERMINING THE VALUE OF RECORDS, 
OR,
WHAT WOULD YOU DO WITH IT IF IT 
WERE PAPER?

• Values of Records

• Administrative

• Fiscal

• Legal

• Historical

• Some of the most common 

record types in e-mail:

• Correspondence (Executive and 

Non-executive levels)

• Agendas and/or meeting 

minutes

• Policy files/directives

• Project files/documents, etc.



WHAT IS NOT CONSIDERED A PUBLIC 
RECORD?

• Spam

• Listservs

• IF the recipient does not respond to the e-

mail

• Vendors

• IF the e-mail is unsolicited and does not 

result in any follow-up

• Personal e-mails

• Please DO NOT use a work e-mail to 

send or receive personal e-mails

• Convenience Copies



WHO IS RESPONSIBLE FOR E-MAIL?

• Sent from Inside the Agency:

• If the message is complete and un-

altered, the sender can be responsible 

for maintaining it.

• If the message is changed or replied 

to, the receiver (aka the new sender) 

can be responsible for maintaining it

• Note: if there are multiple replies, 

between several people, only the final 

version of the e-mail needs to be kept. 

Provided that it contains ALL of the 

replies and the original message.

• Sent from Outside the Agency:

• It is the responsibility of the person 

who receives the e-mail.

• Note: If the person receiving the message is not 

authorized to respond to the e-mail and forwards the 

message to someone else, the person receiving the 

forwarded message is responsible for maintaining it.

• If sent to multiple people, only one 

copy needs to be kept.



HOW TO SAVE E-MAIL

• Option 1: Print e-mail

• Not an ideal solution, but it is still 

an option

• Option 2: Move the e-mail out of 

inbox and onto another portion 

of the server

• This includes all the body of the e-

mail as well as all metadata and 

attachment(s)

• Option 3: Employ an EDM system 

to deal with e-mails for you.

• Note: An e-mail inbox is NOT an 

EDM system.  E-mails should not 

be left in an inbox longer than 

necessary, especially if an e-mail 

needs to be retained for a long 

period of time.  

• Option 4: Any mix of the other 

options.



SOCIAL MEDIA RETENTION POLICY 
STARTER QUESTIONS

• Who in the department can 

access official social media 

accounts?

• Note: This policy should only 

apply to official social media 

accounts.  It does not apply to 

personal social media accounts.

• What retention schedule best 

describes official social media 

accounts?

• How will the employee handle 

comments and replies?

• Can the employee use Likes, 

Follows, etc.?

• What will the employee do about 

inappropriate content?



WHO AND WHAT?

• Who is authorized to use official 

social media accounts?

• It is best to authorize fewer people to 

use official social media accounts.  This 

will help ensure appropriate use of 

social media.

• The exception being agencies that 

maintain multiple accounts in the same 

platform.  Multiple people may be 

authorized to use the accounts; they 

should all be made aware of any 

official social media policy or 

guidelines.

• What retention schedule best 

describes official social media use?

• General Correspondence

• Subject Files

• Press Releases

• Photographs



PUBLIC INTERACTION

• Decide how the official will 

handle comments.

• Telephone

• E-mail

• Direct Messaging

• In the comments thread?

• Likes, Follows, etc.

• There should be a general 

policy of neutrality to 

outside politics and agencies.  

Keep interaction limited to 

organizations or agencies 

within the same field of 

practice.  



HOW TO HANDLE INAPPROPRIATE 
CONTENT

• Inappropriate content should be removed in a timely 

fashion.  But, a record of the inappropriate content may 

be kept elsewhere.  

• If necessary, keep a record of what the content was, what form it 

was in (post, comment, etc.), what platform it was on and when it 

was posted.  This information can be kept elsewhere on the 

server, but out of public view.



ARM-11 FORM
“REPORT ON RECORDS DESTROYED”



QUESTIONS?

Jessica Hills  (803) 896-6119 

E-Mail: jhills@scdah.sc.gov

S. C. Dept. of Archives & History

8301 Parklane Rd

Columbia, SC 29223-4905
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